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U.S. Department of Energy
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1     Background

1.1 Western Area Power Administration (“Western” or the “Government”), Sierra Nevada Region (SNR), plans to become a Control Area for energy transmission in California on Jan 1, 2005.  In addition, SNR will change it’s marketing plan effective Jan 1, 2005.  To support these changes, SNR is seeking  a new Settlements STS (STS).  It is anticipated a commercial-off-the-shelf  STS will meet SNR’s needs with some modifications.  Due to the need date, development of unique software solutions is not desired. 
1.2 This Statement of Work (SOW) describes the requirements of the new Settlements STS.  The Settlements STS must support SNR’s new business direction.  It must obtain and validate settlement information from the California Independent STS Operator (CAISO), calculate settlements for SNR’s customers based on data the Settlements STS receives from SNR’s Scheduling, SCADA, Power Billing STS, and MV90, and it must calculate settlements for SNR’s activities as a Control Area (CA) as well as a Transmission Provider (TP).  In addition to having various roles, SNR also has various types of customers with different contract terms and conditions.  The Settlements STS must accommodate customer groups and individuals.  
2 Scope

This acquisition implements an operational Settlements STS that meets SNR’s needs to validate settlements with the California Independent STS Operator (CAISO), settlements with other control areas in its role as a Control Area, settlements with its power customers and settlements with third party entities who may be buying or selling power or transmission service.  It may include commercial-off-the-shelf software, customization, software modifications, licensing, short and long term maintenance, support, installation, implementation, and training. 

3 Requirements

3.1 General
3.1.1 The STS shall be technologically up-to-date, expandable, scalable, and flexible. 

3.1.2 The STS shall operate on Windows™ NT/2000/XP for a client program or on all industry standard web browsers if a subscription.

3.1.3 The STS shall be ADA 508 compliant.

3.1.4 The STS shall have the ability to store seven years of data; one year of data on the STS, with the additional years of data archived and accessible through a database query tool.  

3.1.5 The STS shall be operational and accessible at any time, during normal business hours.  

3.1.6 The STS shall provide for concurrent multi-user access. 

3.1.7 The STS shall manage information at the watt level (seven decimal places of a Megawatt), and retain that level of accuracy.

3.1.8 The STS shall have meaningful alarms to identify STS problems.

3.1.9 The STS shall perform tape / archive backups without STS down time.

3.1.10 The STS shall have the ability to be restored from a backup.

3.1.11 The STS shall have a Disaster Recovery Plan.  

3.1.12 The STS shall have template capabilities to ensure consistency in settlement statement formats.
3.1.13 The STS shall track control area charges.

3.1.14 The STS shall have the ability to group customers by type.

3.1.15 The STS shall have the ability to change the business logic rules and apply the changes to all new settlements without impacting previous settlements unless the STS is so directed.  
3.1.16 The STS shall automatically allocate CAISO or other charge types based on SNR business rules.
3.1.17 The STS shall have the capability to load as many settlement data files as are needed.
3.1.18 The STS shall store daily total charges for comparison with CAISO settlements data.

3.1.19 The STS shall process adjustments and produce revised statements.
3.1.20 The STS shall recognize and validate generator/load/import transactions.

3Comparisons and Calculations
3.2 The STS shall have the capability to:

3.2.1 
3.2.2 
3.2.3 Validate all CAISO charge types to SNR-Sierra Nevada Region
3.2.4 Calculate and allocate CAISO charges to single and/or multiple Scheduling Coordinator (SC) identifiers (ID’s). 

3.2.5 Automatically identify and validate differences for the CAISO Dispute Process, such as changes in energy schedules, metered loads or metered generation.

3.2.6 Calculate and allocate charges from other Control Areas to single and/or multiple SC IDs.

3.2.7 Calculate and allocate charges to other Control Areas as applicable
3.3 The STS shall have an automatic dispute process in place to identify and validate erroneous CAISO Settlements data based on SNR’s business rules and comparisons, including, but not limited to:

3.3.1 Energy scheduling discrepancies.  [Compare scheduled loads to actual loads]
3.3.2 Metered load discrepancies.  [Compare MV90 data to CAISO meter validation data] 
3.3.3 Metered generation discrepancies.  [Compare scheduled generation to actual generation from MV90 or SCADA]
3.3.4 Bid price award discrepancies.  [Compare CAISO Public Market Information (PMI) with CAISO settlements statement prices]
3.3.5 Bid MWH quantity award discrepancies.  [Compare scheduling STS quantities to CAISO Settlement statement quantities]
3.3.6 CAISO instruction discrepancies.  [Compare CAISO’s Instructed and Un-Instructed Energy instructions to actual dispatch or non-dispatch)
3.4 The STS shall calculate estimated preliminary statements, final settlements statements and invoices  using MV90 metered data, CAISO’s price market information and predetermined formulas.
4 Interfaces
4.1 The STS shall be capable of being integrated within an EAI solution (middleware) through an open standard API or open standard protocol (e.g. SOAP) or direct database access.   There is a preference for APIs to be in JAVA.  
4.2 The STS shall have the capability to import data automatically and manually from the CAISO Scheduling Infrastructure (SI).  The CAISO imported data will include invoices, preliminary settlement statements, final settlement statements, final day ahead schedules, final hour ahead schedules and PMI data.
4.3 The STS shall have the capability to import and export data through an open standard API for the following SNR STSs.
4.3.1 MV90 STS
4.3.2 Power Billing STS
4.3.3 Scheduling STS
4.3.4 SCADA/PI STSs
4.3.5 Financial STS (Oracle Financials)
4.3.6 External customer web interface 
5 Reports

5.1 The STS shall provide the ability to run “canned” and custom (user defined) reports.
5.2 The STS shall provide reports of energy usage and statistical trending.

5.3 The STS shall provide the ability to query data for specific purposes and save the queries.

5.4 The STS shall provide the ability to run screen reports, print reports, and save the report format/template.

5.5 The STS shall be capable of printing all or part of a settlement, formatted for 8.5”x14” paper.

5.6 The STS shall have the ability to run routine reports without significant impact to the STS’s performance.
6 Security Requirements

6.2.1 Access to the STS shall require a user ID and password. 

6.2.2 The STS shall maintain a list of valid user IDs that are authorized to use the program.

6.2.3 If the STS operates within a browser, security must be provided via SSL.

6.2.4 Access to STS data and functionality will be limited based on a user’s role. That role will define data availability.  Restrictions can be placed on: 

6.2.4.1 Viewing data, such as how much of the data and the type of data that can be viewed by that specific role.

6.2.4.2 Modifying data, such as additions, changes and deletion of data.  

6.2.4.3 Functions that a user can access/view.

6.2.4.4 Functions that a user is allowed to perform.

6.2.4.5 Calculations that a user is allowed to run.

6.2.4.6 Reports that a user is allowed to run.
6.2.5 Security shall be configurable for each role, and be data-driven where feasible.  Changes to role security shall not require changes to the program code or exiting and re-entering the STS.

6.2.6 The Settlements STS shall work within an environment protected by SNR firewall architecture and router access control lists.

6.2.7 The Settlements STS shall have security control functionalities that comply with Western and NIST cyber security standards. For details, see NIST 800-14 Generally Accepted Principals and Practices for Securing IT STSs.)

6.2.8 The security of data exchanges between STSs shall be guaranteed.

6.2.9 The STS shall track all changes made by a user to data and the change history may be displayed on the screen.

6.2.10 Changes made to user privileges or rights by the STS Administrator or Super-User shall be tracked.  

6.2.11 Historic information captured for each applicable change shall include: 

6.2.11.1 Login ID of the user making the change.

6.2.11.2 Time/date stamp for when the change was saved.

6.2.11.3 Type of data changed. 

6.2.11.4 Record changed. 

6.2.11.5 Attribute changed. 

6.2.11.6 Old value (before change).

6.2.11.7 New value (after change).

7 Testing

7.2 The Contractor shall develop a Test Plan for SC Modifications to demonstrate ability to meet the SOW.  Western will review the Test Plan and provide comments for incorporation.  
7.3 The Contractor shall conduct testing using the Test Plan as revised to incorporate SNR’s review comments.  The testing shall be accomplished at SNR.  The Contractor shall document the successes and failures to meet each SC Modification requirement in a resulting STS Test Report.    

7.4 The Contractor shall witness testing conducted by SNR using the Test Plan.  

7.5 The Contractor shall correct any anomalies identified by the testing that preclude the STS from complying with the SOW.  Corrections shall be provided within a maximum of 60 days of the SNR testing.  

7.6 SNR will verify the corrections through the Test Plan.   
7.7 The Contractor shall prepare a Test Report documenting the successful modifications to meet the SOW.

8 Maintenance
This element of the SOW will be described in detail at the time of award based on the maintenance services proposed by the selected offeror. 

9 Training
This element of the SOW will be described in detail at the time of award based on the training services proposed by the selected offeror. 

10 Documentation

10.1 The Contractor shall deliver one user manual, one administration manual and all other documentation required to support the software on CD Rom or as downloads from the Internet concurrent with delivery of the software.  
10.2
The Contract shall provide user manual information for all custom modified features when they differ from the off-the-shelf user manual information.

10.3
The Contractor shall provide draft user documentation to support all custom modifications with delivery of the modified software.  The Contractor shall deliver final documentation for the modifications, within 30 days of successful modification testing.

10.4
The Contractor shall deliver a Security Plan in accordance with NIST standards, including a Contingency, Disaster Recovery and Continuation of Operations plan, 10 days after contract award.   
10.5
The Contractor shall deliver documentation for code 7 days after contract award.  API shall be formatted in a standard document manner such as the JAVA API documents.


1.3 
1.3.1.1 
1.3.1.2 
1.3.1.3 
1.3.1.4 
1.3.1.5 
1.3.1.6 
1.3.1.7 
1.3.1.8 
1.3.1.9 
1.3.1.10 
1.3.1.11 

1.4 
1.4.1.1 
1.4.1.2 
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